Trust and Security
Draft Preparatory session 2021 Agenda
Duration: 90 Mins 
Introduction

This preparatory session will introduce attendees to the policy issue around Trust and Security, one of the crosscutting issue areas of IGF2021. The session will provide an overview on the topic including  defining key topics such as trust, security, cyber norms; discuss the existing initiatives underway such as the OEWG, UNGGE, reflect on the IGF 2020 and the key messages related to Trust, the work being done by the BPF Cybersecurity and Dynamic Coalitions, discuss the policy questions framed vis a vis the accepted proposals; explore issues or areas being missed and finally have a community deliberation to take a feedback on the planned IGF2021 Plenary  and more key topics/issues should be be discussed related to the topics.

Agenda

Phase 1      Introduction to the session  (30  mins)


· General Overview  (5 mins)

This would be setting the scene for the discussion to follow

Proposed Speaker:Lucien 


· Defining  the key topics : trust, security, cyber norms, etc  (15 mins)

This part would be showcasing the range of ways or issue areas being discussed by the IGF. This would include work done by BPFs, DCs, etc.

Suggested speaker: 


· What they can expect from IGF 2021 

Provide a high level overview on the Trust and Security workshops at the IGF2021.

Proposed Speaker: Sheetal Kumar, Civil Society, WEOG
Maarten Van Horenbeeck

Audience Interaction: (10 mins)

Allowing the audience to ask questions or share their feedback.

Phase 2 : Thematic approach   (50 mins)

This section will discuss what will be discussed at IGF this year in the trust and security track  


· Discussion on the key cluster of issues being discussed at the IGF  (40 mins)

Cyber norms & Standards
· Moliehi Makumane,  Africa
Cybercrime
· Joyce Hakmeh,  WEOG
· Neil Walsh Chief of Cybercrime, Anti-Money Laundering and Counter Financing of Terrorism Department,UN Office on Drugs and Crime (UNODC)
· Craig Jones Cybercrime Director,INTERPOL
· Deborah Brown 

DNS and Resilience
· Adli Wahid, APNIC, Technical Committee, WEOG

Security of Digital Products & Encryption
· Joe Hall
· Riana Pfefferkorn

There would be a deeper dive into the topics within the wider context and linking this year's work to the previous work.  The participants would be provided an overview of what is framed by the community and what is planned, the issues covered in the chosen workshops/ sessions  and discuss if there are any  missing or new issue

Audience Interaction 10 mins

Allowing the audience to ask questions or share their feedback.

Phase 3: Community engagement:  (20 mins)
Take community feedback on what is being planned to be discussed during the main plenary session on Trust and Security during  IGF2021, if some other issues need to be discussed and how to engage the community globally/locally ahead of Katowice.


· Take feedback in an interactive discussion within the  plenary of the planned main session at IGF 2021  15 mins


· How do we engage the community globally/locally ahead of Katowice 10 mins

Conclusion: Summarizing the key messages  (5mins)

Moderator(s): To be discussed and finalised

Speakers (s): To be discussed and finalised

Rapporteur(s): To be discussed and finalised

Other Speaker Suggestions:
· Ambassador Henri Verdier 
· Mishi Choudhary 
· Chérie Lagakali
· Carolina Aguerre
· Luis Fernando Garcia 
· Valeria Carmen Solis
· Racky Seye
· Geraldine Mugumya  
· Ambassador Lata Reddy
· 

