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We’re midway through the IGF – but with more than a hundred 
sessions still to go.  We hope that you are enjoying the ride so far, 
and looking forward to what’s still to come.

Looking ahead

Policy Network on Meaningful Access
The Policy Network on Meaningful Access will hold its main 
session on Thursday afternoon.  It is one of two Policy Networks 
set up to establish expert-led discussions on broad Internet 
governance topics, and create space for in-depth multi stakehold-
er initiatives.
The Network does not aim to produce a unique definition of 
Meaningful Access, but to identify, map and understand what 
those working in the field regard as critical to its achievement.  
The work plan goal for the Network this year has been to analyse 
efforts in three focus areas: Connectivity, Digital Inclusion, and 
Capacity Development. 
To support this, it has begun a yearly process calling for inputs 
from the IGF community and other interested stakeholders. The 
data that this brings together will help its members understand if 
solutions are scalable and transferable, as well as pointing out 
why and where gaps persist. 

Best Practice Forum (BPF) on Cybersecurity
This Best Practice Forum (BPF) will explore how storytelling can 
help to capture the voices of those that are most affected by 
cybersecurity events - for example victims and first responders. 
Their experiences often nuances that are useful for policy makers.  

In addition, the BPF will provide an update on its 
mapping analysis of international cybersecurity 
agreements and present its Mythbusting paper 
on the difference between cybercrime and cyber 
security.

IGF messages
One of the Forum’s most important outputs is a 
series of IGF Messages that encapsulate ideas 
emerging from the week’s discussions.  Session 
organisers are invited to submit points emerging 
from their sessions for consideration, along with 
other outcomes of the Forum.  
A first draft of Messages will be prepared at the
end of the meeting and then shared across the 
IGF community before the Messages are 
finalised.  The Leadership Panel will be one 
important channel for their outreach. 

Looking back at Day 2

Internet fragmentation

The morning in the auditorium began with a main session on the 
Policy Network’s work on Internet fragmentation (see yester-
day’s issue for a summary around this theme).

Dynamic Coalitions

Dynamic Coalitions held a main session during the day.  These 
voluntary groups, which were first established in the Forum’s 
very early days, bring together people from different stakehold-
er communities to develop ideas and cooperate in areas of 
special interest.  The session discussed their role within the IGF, 
ways of giving them greater visibility in the community, coopera-
tion with other intersessional groups, and ways in which they 
could contribute to the Secretary-General’s Global Digital Com-
pact.

Dynamic Coalitions welcome new members.  Current Coalitions 
are concerned with:
. Accessibility and Disability
. Blockchain Technologies 
. Children’s Rights in the Digital Environment 
. Community Connectivity
. Core Internet Values
. Data and Trust 
. Data Driven Health Technologies
. Digital Health
. Domain Name System Issues
. The Environment
. Gender and Internet Governance   
. Innovative Approaches to Connecting the Unconnected 
. Internet and Jobs 
. The Internet of Things
. Internet Rights and Principles  
. Internet Standards, Security and Safety 
. Internet Universality Indicators
. Network Neutrality 

. Platform Responsibility

. Public Access in Libraries

. Schools of Internet Governance

. Small Island Developing States in the Internet 
Economy   
. The Sustainability of Journalism and News 
Media 
. Youth in Internet Governance 

An afternoon main session looked at another of 
the Forum’s key themes – Governing Data and 
Protecting Privacy.  The day in the auditorium 
ended with a roundtable with members of the 
Leadership Panel, which will be reported in 
tomorrow’s Bulletin.

Party in the Park

To celebrate the opening of the 17th IGF, the 
Government of Ethiopia hosted all participants for 
an evening of traditional Ethiopian cuisine and 
music in Addis Ababa’s Friendship Park. Festivities 
kicked off with a light and dance show, followed by 
a dinner for hundreds of IGF attendees, in which 
State Minister for Innovation and Technology 
Huria Ali warmly welcomed guests to her country, 
the “Land of Origins”. The IGF band, comprising 
some of the annual meeting’s long-time contribu-
tors, gave a rousing finale performance. 
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Key themes

Here are the official descriptions of two more themes that are 
being discussed at this year’s IGF.  Sessions on these themes will 
feature prominently in the Forum’s last two days.

Connecting all people and safeguarding human rights

The UN Secretary-General’s proposed Global Digital Compact 
(GDC) has as its first principle to “Connect all people to the Inter-
net, including all schools”. This recognizes that Internet connec-
tivity and access have become prerequisites for ensuring the 
livelihoods, safety and education of people the world over – and 
that Internet in schools provides crucial points of access, makes 
informational resources available to all students, and builds 
digital literacy from the earliest stages of life. Yet 2.9 billion 
remain unconnected, with those in least developed countries 
and rural communities most affected.

Meaningful access, at the same time, is inextricable from the 
safeguarding of human rights online. Access that contributes to 
the wellbeing of societies must have human rights at its centre. 
This includes, among many others, the ability for users to express 
themselves freely, for the unfettered exercise of democratic and 
political participation, for persons of all backgrounds to experi-
ence the Internet without fear of harassment or discrimination, 
and for children to enjoy the same rights and protections online 
as they do offline. 

The Internet is both an enabler of rights and must seamlessly 
incorporate established human rights, as we increase our digital 
dependence for routine functions, and boundaries between life 
“online” and “offline” no longer apply.

Enabling safety, security and accountability

The security of the Internet is under threat in a number of ways 
from various actors. Traditional cybersecurity deals with the 
protection of networks, devices and data from unauthorised 
access or criminal use. 

This encompasses the ongoing problem of cyber-at-
tacks, whether they are perpetrated by individuals or 
state-sanctioned, and whether the targets are civic, 
commercial or governmental, and which so far has been 
compounded by the absence of broad and binding 
cybersecurity agreements. Insufficiently secure 
networks also contribute to lost opportunities for devel-
oping countries to fully capitalise on the economic 
benefits of digital technologies.
Our understanding of safety and security should be 
widened to include the persistent challenge of online 
misinformation and disinformation. In recent years, 
both have been factors in aggravating the effects of the 
COVID-19 pandemic and have posed significant risks to 
electoral processes around the world. This has made 
clear the need for accountability criteria for misleading 
content.
‘Safety’ may be further widened to include environmen-
tal safety, considering efforts to ‘green’ the Internet and 
reduce carbon emissions associated with digital 
consumption. Similarly, how can technology companies 
be held accountable for maintaining low energy 
consumption standards?
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The parliamentary track

The Parliamentary Track brings parliamentarians, as the key actors in the legislative process, into the conversations at IGF. 
The 2022 Parliamentary Track focuses on cyberthreats. Four sessions allow parliamentarians and stakeholders from the 
private sector, civil society, technical community and beyond to dialogue and exchange experiences on national, regional 
and international approaches to protecting cybersecurity and addressing cybercrime. Parliamentarians from around the 
world - with a strong presence from the members of the recently created African Parliamentary Network on Internet 
Governance - take this opportunity to consider their role in shaping a safer and more secure digital space.
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Views from the Forum floor

Everyone’s experience of the IGF is different, but most participants feel that it’s important.  We asked a couple of long-
standing IGF participants for their views of the IGF.  
Anriette Esterhuysen is a former chair of the MAG – the Multistakeholder Advisory Group that organises the IGF.  Here’s 
what she had to say:

The internet matters. It matters to people who have access to it, who want to use it to learn, to govern, to share content 
and ideas, to tell stories of their struggles and their victories, to earn a living. The internet matters also to those who do not 
have access, or whose access is constrained by being unreliable, unaffordable or limited by censorship and shutdowns. 
That is why the IGF matters. It is the only place where anyone, from any part of the world or stakeholder group can join in 
debate and dialogue on how the internet is, can be, should be or should not be governed, regulated or developed.

Claire Sibthorpe is Head of Digital Inclusion and leads the Connected Women and Connected Society programmes for 
the GSM Association – the trade body representing mobile communications companies:

The IGF is a valuable forum for meeting and hearing from different stakeholders from around the world working on issues 
of internet access. It covers a diverse range of content and brings together different perspectives. That it is now being 
delivered as a hybrid event had enabled valuable in person meetings as well as ensured participation and voice from 
important stakeholders from around the world.
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