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Agenda

1. Welcome & introduction to the BPF

2. Presentation of the proposal for a Best Practice Forum on Mainstreaming capacity building for 

cybersecurity, trust, and safety online

3. Discussion and feedback from the call participants 

 What priorities a BPF on cybersecurity capacity building should focus on?

 How to complement and avoid duplication of what is already being done?

4. Summary and Wrap-up   
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Welcome & introduction to the BPF

● IGF 2024 Intersessional Activity 

● BPF mailing list : https://mail.intgovforum.org/mailman/listinfo/bpf-cybersecurity_intgovforum.org

● BPF webpage : www.intgovforum.org/en/content/bpf-cybersecurity

● BPF coordinating team :  Ms Josephine Miliza, MAG; Ms Carina Birarda, MAG; Mr Dino C. Dell’Accio, MAG;

Mx Oktavía Hrund G Jóns, MAG; Ms Hariniombonana Andriamampionona, former MAG; Mr Wim Degezelle, 

IGF Secretariat

https://mail.intgovforum.org/mailman/listinfo/bpf-cybersecurity_intgovforum.org
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Cybersecurity and Trust emerge as paramount concerns in the community consultation for IGF Thematic input. The topic breaks down 
into a complex array of issues. This intersessional activity intends to look into capacity building to enhance cybersecurity and 
trust.

Given the multiple capacity-building efforts, many of which address specific or sometimes overlapping issues, identifying gaps and 
fostering a culture of learning and continuous improvement within the cybersecurity capacity-building field are integral components of 
this endeavor. The aim is to provide a comprehensive overview of existing capacity-building initiatives at both regional and global levels 
and present them in an informative database to those seeking capacity-building. As part of the work, we expect to map out initiatives 
and to break down silos, discover linkages and potential gaps. This process is informed by feedback and lessons learned from the 
assessment of all stakeholders.

The plan is to focus on cybersecurity capacity building, however, it also includes a plan to work on two other topics in parallel if there is 
interest:

● Cybersecurity capacity building, covering the issues of cyber attacks and cybersecurity practices
● Capacity building in relation to Child online safety
● Streamling cybersecurity capacity building for AI
● Closing skills gap in cybersecurity education
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Discussion and feedback from the call participants 

Feedback on the overall plan for a BPF on cybersecurity capacity building? 

What priorities a BPF on cybersecurity capacity building should focus on?

 How to complement and avoid duplication of what is already being done?



Thank you for your participation


